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I. PURPOSE 

The purpose of this policy is to establish the framework for security awareness and training within Wyoming 
Judicial Branch. It aims to ensure all users are adequately trained and aware of their responsibilities in maintaining 
the security of the Branch’s information technology systems. 

II. DEFINITIONS 

A. “Information Technology Systems” means the combination of hardware, software, and networks that are 
used to store, retrieve, transmit, and manipulate data. 

III. APPLICATION 

This policy applies to all justices, judges, employees, and contractors of the WJB involved in the management, 
operation, and use of information technology systems. 

IV. INFORMATION STATEMENT 

The Wyoming Judicial Branch recognizes that effective security is not solely a technical matter but also a product 
of informed and vigilant judicial officers and personnel. 

V. RESPONSIBILITIES 

A. Justices, judges, and employees: Timely participate in all security training and awareness programs and 
apply learned practices in their daily activities. 

B. Chief Technology Officer or their designee: Schedules training sessions, selects topics and monitors 
compliance. 

 

 

VI. TRAINING SCHEDULE AND TOPICS 

The training approach of the Branch is structured around bi-monthly training videos, each focusing on a different 
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